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Protecting sensitive deal data is becoming increasingly 
complex as cyber threats grow and regulatory requirements 
become more demanding. Many organizations struggle with 
monitoring user activity and managing access effectively — 
even as they prioritize security. 

However, managing security and compliance shouldn’t add 
an unnecessary burden on your team. Protect internal users, 
data and environments with SS&C Intralinks SecurityHub 
— a unified, cloud-based platform that simplifies the 
configuration of security policies and protocols. 

SS&C Intralinks SecurityHub™

Complete Oversight. Precision Control.

Intralinks SecurityHub gives CISOs and compliance teams  
full visibility into user activity across all SS&C Intralinks  
products, helping to reduce risk and ensure compliance 
during high-stakes M&A transactions, fundraising and 
fund reporting.
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SecurityHub Benefits
With SecurityHub, you’ll gain key advantages across your enterprise:

•	 Protection: Strengthens the overall security posture of the Intralinks core 

product stack across your entire internal user base.

•	 Visibility: Delivers transparent oversight and continuous assessments of 

potential insider threats for proactive risk mitigation.

•	 Control: Centralizes security policy management with granular insight and 

active monitoring capabilities.
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SecurityHub Features

*Note: SecurityHub monitors all SS&C Intralinks core products (e.g. VDRPro™, DealCentre AI™, InvestorVision™, InView™ and VIA® Pro)

Feature Overview SecurityHub SecurityHub Pro

Secure Login	

Configure with Intralinks SSO to access Intralinks products 
the same way their employees access their other enterprise 
apps. For non-SSO customers, create IP-based Allow/
Block rules to control login access into your Intralinks 
environment.

(SSO or IP 
Access Control)

(SSO + IP Access 
Control)

Admin Portal	 A unified platform for managing security policies, user 
access, and compliance across your organization.	

Security 
Dashboard	

A dashboard to visualize critical security data 
points for proactive risk mitigation like user activity, 
authentication threats, access origins, and domain threat 
landscape.	

Security & Compliance 
Reports

Generate compliance reports that capture the end-
to-end audit trail of user activity across the Intralinks 
platform.	

Identity+ Secure and manage shared/group accounts across 
Intralinks products to prevent unauthorized access.

Geofencing Restrict access of your users based on geographic locations 
to enhance security and compliance.	

User
Management	

Centralized visibility and control over user access across 
your organization.

Go Forward.

Learn how SecurityHub empowers you to effortlessly monitor potential security risks across your SS&C Intralinks ecosystem.  
Gain clarity — with precision control. Contact us for more information at intralinks.com/contact/sales
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